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1 Introduction

This document contains a collection of Requirements for Advanced IPTV Terminal (AIT). It also includes existing technologies that can be candidates to satisfy the requirements. This will help identifying which technologies should be called for in the AIT Call for Proposals.

Please note that existence of an AIT Requirement implies that it is currently planned to specify Technology supporting that Requirement in the AIT Standard. However, this does not mean that an actual AIT implementation needs to include the Technology supporting that Requirement.

In this document the following conventions apply:
1. “Standard” indicates the planned Advanced IPTV Terminal (AIT) standard

2. “Requirement” indicates a requirement identified in this document

3. “Technology” indicates the technology/(ies) satisfying one or more Requirements 

In order to achieve an unambiguous understanding of the Requirements it is advisable to read the AIT Context and Objectives document [1] as well as AIT Use Cases document [2].

2 General Requirements

1. The Standard shall enable a User to make a request to access a Service provided by another User.

2. The Standard shall enable the provisioning of interoperable Services between Users of an AIT value chain.
3. The Standard shall enable a Service Provider to combine several Elementary Services into one or more Aggregated Services.
4. The Standard shall enable a Service Provider to offer a Service that satisfies only a subset of the Requirements pertaining to that Service. 

5. The Standard shall enable different Service Providers to offer the same Elementary Services and the same or partially overlapping Aggregated Services.
6. The Standard shall provide the means to realise a Service Provider either as a standing entity operating on the network or as an application running on a local machine, possibly providing different levels of user experience.
7. The Standard shall facilitate the separation of technological, governance and legal concerns to enable AIT value chains underpinned by different forms of governance and legal systems.
8. The Standard shall enable AIT value chains where access to Services requires the establishment of a business relationship between Users and Service Providers. 

9. The Standard shall enable AIT value chains that only require access to the Service Provider to which a User has subscribed in order to access a given type of Service in the value chain (e.g. like in OpenID where by subscribing to one OpenID Service Provider one is recognised by all other OpenID Service Providers). However, actual access to the Services may depend on the business relationship existing between Service Providers of the same type.
10. The Standard shall support commercial exploitation of content such as:

1. Advertising: based on context and user usage; and
2. Payment/donation for content.
11. The Standard shall enable secure and confidential transmission of information, e.g., to protect Users’ private information and data.
12. The Standard shall enable Services of different features and levels such as interactivity, local storage, and time, space and device shifting.
13. The Standard shall enable Services that are independent of the delivery system such as broadcast, fixed network, mobile network and packaged media, as well as hardware platform such as PC, mobile phone and set top boxes, bearing in mind that

1. some features of the Standard may not be implementable on some delivery systems and/or hardware platforms, and 
2. some parameters may need to be set to specific values to suit the specifics of some delivery systems and hardware platforms for optimum performance.
14. The Standard should be based on ontologies to the extent possible.

Note: The attributes of specific instances of Service in the Standard should be Ontology-based.

3 Standard-Related Requirements

1. The Standard shall be based on technologies from Recommendations | International Standards. 
2. The Standard shall specify

a. protocols, messages and formats, to enable Users to access Services;
b. application Programming Interfaces (APIs) to access Services;
c. bindings to specific programming languages and mark-up languages; and
d. informative examples of AIT devices (e.g., servers and clients).
3. The Standard shall only reference, not specify technologies. If new technologies will be required (e.g., Ontologies) they will be specified by appropriate standards or extensions to existing standards. However, some “glue” specification may be needed for integrating the technologies.
4 Entity and Operation Related Requirements
4.1.1 Definitions

The following Entities are possible in an AIT value chain: Content, Device, Event, Group, Licence, Service, and User. 

The table below provides a list of definitions of these Entities on which Operations can be applied.

	Entity
	Definition

	Content
	A Digital Item and its component elements, namely

· Resources (e.g. media, scripts, executable)

· Identifiers

· Descriptions (e.g., metadata)

· Event Reports

	Contract
	A set of metadata, Licences, promises and signers agreed by Users of an AIT value chain, where a promise is a signed collection of statements about, e.g., obligations, prohibitions and assertions, and a signer is a User whose signature makes the Contract valid.

	Device
	A hardware/software or simply software apparatus that enables a User to play a role in AIT value chains

	Event
	The performance of a specified set of functions or Operations.

	Group
	A set of Entities such as Content, Devices, Users. 

	Licence
	A collection of authorisations, conditions and payment terms granted by a User to other Users

	Service
	A set of Operations performed by a User on behalf of other Users

	User
	Any participant in AIT value chains


In general the following Operations can be performed on Entities: Authenticate, Authorise, Check With, Create, Deliver, Describe, Identify, Install, Interact With, Negotiate, Package, Post, Present, Process, Report, Request, Revoke, Search, Store, Transact, Uninstall and Verify. 

The table below provides a list of definitions of the Operations that can be performed on Entities.

	Operation
	Definition

	Authenticate
	To confirm the identity of an Entity

	Authorise
	To grant rights to perform certain operations

	Check With
	To check requests or verify facts against the content of an Entity or Entities

	Create
	To generate a data structure representing a Licence or a Group

	Deliver
	To transfer Content between any two or more Devices

	Describe
	To add descriptive information to an Entity

	Identify
	To assign an identifier to an Entity

	Install
	To make and Entity usable on a Device

	Interact With
	To trigger an action via Content presented

	Negotiate
	To assist Users to seek agreement on a Transaction

	Package
	To make a Content Item suitable for Delivery

	Post
	To provide an organised structure of Content URIs

	Present
	To make Content available for consumption by the intended user

	Process
	To make change to an Entity or combine Entities into another Entity

	Request
	To call for the provision of an Entity

	Revoke
	To discontinue the validity of an Entity

	Search
	To find the URI or physical location of Entities satisfying given conditions

	Store
	To store a Content Item

	Transact
	To grants Rights to an Entity in exchange of a remuneration

	Uninstall
	To disable the use of an Entity on a Device

	Verify
	To check the integrity of an Entity


4.1.2 Requirements

1. The Standard shall support the combinations of Operations and Entities marked with a cross in the following table as Elementary Services.
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2. Entities and Operations should be represented by an Ontology, which is a formal representation of a set of concepts and relationships between those concepts, to capture knowledge about AIT value chains in a computer readable way. 
Note: The Ontology is used to reason about the properties of AIT domain and may be used to define the domain so as to provide the core model of AIT. The elements of the Ontology may be mapped into those of other standards.
4.1.3 Existing Technologies
· MPEG-7
· MPEG-21 REL

· MPEG-21 RDD

· MPEG-21 MVCO
5 Service-Related Requirements

This chapter provides Requirements for the allowed Operation-Entity combinations organised around Entities and then Operations in a strict alphabetical order for both in order to facilitate retrieval of Operation-Entity combinations of interest. Requirements of Search and Transact are rather independent of the Entities they are applied to and therefore are grouped together.

5.1 Authenticate Content

5.1.1 Definition

A Service allowing Users to confirm the identity of a Content item in an AIT value chain
5.1.2 Requirements

1. The Standard shall support authentication of Content

Note: a User can obtain confirmation of the identity of a Resource

2. The Standard shall support different levels of Authenticate Content 
Note: Different levels may depend on portions of Content that are used for authenticating Content, e.g., authenticating with hash or entire Content 
5.1.3 Existing Technologies
· MPEG-7 part 3 (Image and Video Signature Tools) 

· MPEG-21 DID

· MPEG-21 IPMP
· MPEG-M part 4

5.2 Deliver Content

5.2.1 Definition

A Service allowing Users to transfer Content between Users of an AIT value chain
5.2.2 Requirements

1. The Standard shall enable the description of delivery system capabilities, including 
a. Static capabilities, such as 
i. maximum bandwidth of a connection
ii. maximum error and delay

b. Dynamic capabilities, such as 
iii. available bandwidth
iv. error and delay characteristics
c. Delivery technologies, such as  

v. file

vi. unicast

vii. broadcast

viii. multicast

d. Overlay networks

ix. peer-to-peer

x. content delivery network.
2. The Standard shall enable delivery of portions of Content via different delivery systems.
3. The Standard shall support concurrent Deliver Content Services from different Providers.
Note: A User may employ the Services of two different Deliver Content Service Providers at the same time.
4. The Standard shall enable a User to obtain the current status of delivery resource usage and delivery quality of networks in an AIT value chain.
5.2.3 Existing Technologies
· MPEG-21 DIA

5.3 Describe Content 

5.3.1 Definition

A Service allowing Users to associate metadata to Content in an AIT value chain
5.3.2 Requirements

1. The Standard shall provide fixed sets of Descriptions of Content.
2. The Standard shall enable a rich description of Resources, e.g. entertainment, education, leisure and advertisement.
Note: Users should have the possibility to describe a Resource, either manually or automatically, using a rich metadata set.
3. The Standard shall support time-based descriptions.
4. The Standard shall be structured in a minimal common set of Content Descriptions and extensions.
5. The Standard shall enable the description of different alternatives (or representations) of a Content item in terms of 
a. Modalities (text or speech)

b. Formats (text or binary)

c. Coding parameters

d. Accessibilities

e. Etc.

6. The Standard shall support User-driven Description of Content (e.g., “tagging”)

Note: a User should have the possibility to tag, say, a Resource in an AIT value chain 

7. The Standard shall support Content rating.
Note: a User can express his perceived value of a Resource in a given format.
8. The Standard shall enable  description of relationships between Content items.
5.3.3 Existing Technologies 
· MPEG-7 part 3, 4, and 5

· MPEG-21 part 7 (AdaptationQoS)
· MPEG-21 part 19
· MPEG-M

5.4 Identify Content

5.4.1 Definition

A Service allowing Users to assign Identifiers to Content in an AIT value chain
5.4.2 Requirements

1. The Standard shall support many-to-one unique identification of Content

Note: it should be possible to uniquely identify, e.g., a Digital Item and/or its constituent elements, including fragments of Resources.
2. The Standard shall enable Contents to hold more than one identifier in an AIT value chain

Note: the same Content may have identifier I1 with SP1 and identifier I2 with SP2.
3. The Standard shall be capable of supporting different identification systems.
4. The Standard shall support persistent identification of Content.
5. Note: Once an Identifier is assigned, it remains valid perpetually.  

6. The Standard should support going back to the original identifier of an Adapted Content.
5.4.3 Existing Technologies
· MPEG-21 DII 

· MPEG-M part 4 

5.5 Interact With Content

5.5.1 Definition

A Service allowing Users to trigger an action within an AIT value chain through Content presented
5.5.2 Requirements

1. The Standard shall enable a User to Interact with Content.
Note: e.g., through buttons in interactive content, pause, stop, rewind, select a region of interest, store etc.

2. The Standard shall enable a User to jump from one Content presented to another Content linked to it during presentation.
3. The Standard shall support different means to interact with Content through sensors and actuators.
Note: e.g. healthcare, remote education, energy monitoring, mobility.
5.5.3 Existing Technologies
· MPEG-4 part 11
· MPEG-4 part 20 
· MPEG-21 DID 
· MPEG-V
5.6 Package Content

5.6.1 Definition

A Service allowing Users to make Content ready for delivery, e.g. by creating an MPEG-21 file of certain Content for downloading
5.6.2 Requirements

1. The Standard shall enable Users to Package Content by describing the individual assets including Resources, Descriptions, Identifiers, their relationship, and how they should be put together for delivery (e.g., downloading and streaming). 

Note: “Package” does not include low-level packetization.
5.6.3 Existing Technologies
· MPEG-21 part 2

· MPEG-21 part 9

·  MPEG-21 part 18 

· MPEG-A part 5
5.7 Post Content

5.7.1 Definition

A Service allowing Users to let other Users access their Content , e.g., by putting URIs in an EPG or in a web page

5.7.2 Requirements
1. The Standard shall enable Users to repurpose the User Interface to access Content posted by another User.
Note: An End User receives a broadcaster’s EPG and produces a modified EPG according to his own taste.
5.7.3 Existing Technologies
· MPEG-U

5.8 Present Content

5.8.1 Definition

A Service allowing Users to experience Content, e.g. when a Device decodes video into a sequence of images displayed on the screen.
Note: “present” includes all the operations performed in an End User Device, e.g. un-packaging, processing license, decrypting, resource decoding, etc., and the actual presentation on a rendering device.
5.8.2 Requirements

1. The Standard shall enable a User to have enhanced user experience e.g. by controlling the environment in which content is consumed.
Note: e.g., activate a fan when doing so is instrumental to improving the user experience etc. 
2. The Standard shall enable Users to Present Content by describing the context of the presentation.
5.8.3 Existing Technologies
· MPEG-4 part 11
· MPEG-4 part 20 
· MPEG-21 DID 
· MPEG-V 
5.9 Process Content

5.9.1 Definition

A Service allowing Users in an AIT value chain to perform such operations on Content as, e.g. to convert from one format to another, to aggregate existing videos, to change an audio track in an audio-visual content, to subsample a video clip, to combine different media types
5.9.2 Requirements

1. The Standard shall enable Users to request a SP to Process Content for use in heterogeneous environments, where Users, Devices, Services, Licences and delivery systems may have or support different capabilities.

Note: A User could request to adapt a given video for delivery to a properly described Device via a properly described delivery system taking into account the rights as expressed in a Licence

2. The Standard shall enable Users to, for example, 

b. aggregate Resources

c. embed a Resource

d. issue or edit lists

e. add subtitles

f. add audio commentaries

Note: “add” does not include creation of audio commentary or subtitles

g. add links to other Resources

h. create Content collaboratively

Note: A SP may provide a big “panorama” picture by composing a number of small pictures from the Users

i. mash-up

j. transcoding of audio or video
5.9.3 Existing Technologies

· MPEG-7
· MPEG-21 DIA 
· MPEG-21 RDD

· MPEG-21 MVCO
5.10 Store Content

5.10.1 Definition

A Service allowing Users to save Content for later use

5.10.2 Requirements

1. The Standard shall support the management of a stored Content.
Note: a User should be able to

a. upload, view and delete a Resource

b. request a SP to support new formats when old formats become obsolete.
2. The Standard shall support distributed storage

Note: a User should be able to Store Content using peer-to-peer technologies, or using cloud computing solutions.
5.10.3 Existing Technologies 
5.11 Verify Content

5.11.1 Definition

A Service allowing Users to check the integrity of Content
5.11.2 Requirements
1. The Standard shall enable verification of the integrity of Content, e.g., by checking its metadata hash, or digital signature. 
5.11.3 Existing Technologies 
· MPEG-21 Part 4
5.12 Authenticate Contract 

5.12.1 Definition

A Service allowing Users to confirm the identity and signers of a Contract in an AIT value chain

5.12.2 Requirements

1. The Standard shall support Authenticate Contract.
Note: A User can obtain information about the signers of the Contract. 
Note: A User can retrieve a Contract based on its identity from a remote server.  

5.12.3 Existing Technologies
5.13 Check With Contract 

5.13.1 Definition

A Service allowing Users to verify if a usage request matches with the content (e.g., obligations, prohibitions) expressed in a Contract
5.13.2 Requirements

1. The Standard shall support Check With Contract.
2. The Standard shall support indication that a usage request matches or does not match with the content expressed in a Contract.
3. The Standard shall support indication that a Contract is invalid (e.g., revoked, expired and fake)

5.13.3 Existing Technologies
5.14 Create Contract 

5.14.1 Definition

A Service allowing Users to generate a Contract in an AIT value chain
5.14.2 Requirements

1. The Standard shall support use of Contract templates to generate Contracts. 

Note: Users should be able to set the boundaries of a Contract to be generated.
2. The Standard shall support Contract expressions.
Note: A Contract can be expressed in an expression language.
5.14.3 Existing Technologies
5.15 Deliver Contract
5.15.1 Definition

A Service allowing Users to transfer Contract between Users of an AIT value chain
5.15.2 Requirements

As Contract can be considered as Content, see Requirements for Deliver Content in Section 5.2.
5.15.3 Existing Technologies

· MPEG-21 DIA
5.16 Identify Contract

5.16.1 Definition

A Service allowing Users to assign Identifiers to Contract in an AIT value chain
5.16.2 Requirements

As Contract can be considered as Content, see Requirements for Identify Content in Section 5.4.
5.16.3 Existing Technologies
· MPEG-21 DII 

· MPEG-M part 4 

5.17 Negotiate Contract

5.17.1 Definition

A Service allowing Users of an AIT value chain to achieve an agreement on the terms and conditions of use e.g., obligations and prohibitions, with respect to a Content item, a Device or a Service
5.17.2 Requirements

1. The Standard shall enable a User to express the desired terms and conditions of use to appear in a Contract.
Note: A User may want to negotiate the punishment terms (e.g., fine) in case of violating a Contract. 
5.17.3 Existing Technologies
5.18 Post Contract

5.18.1 Definition

A Service allowing Users to let other Users access their Contract, e.g., by putting URIs in a web page
5.18.2 Requirements
As Contract can be considered as Content, see Requirements for Post Content in Section 5.7.
5.18.3 Existing Technologies

· MPEG-U

5.19 Present Contract

5.19.1 Definition

A Service allowing Users to understand Contract, e.g. when a Device displays the Contract in a human readable and understandable manner on the screen
5.19.2 Requirements

As Contract can be considered as Content, see Requirements for Present Content in Section 5.8
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5.19.3 Existing Technologies

· MPEG-V 
5.20 Process Contract

5.20.1 Definition
A Service allowing Users to change the content of a Contract
5.20.2 Requirements
1. The Standard shall enable a User to change the content of a Contract within the permissions or agreements associated with it.

Note: A User can add additional obligations to an existing Contract, and remove those clauses from a Contract that have been obsolete. 
5.20.3 Existing Technologies

5.21 Request Contract 

5.21.1 Definition

A Service allowing Users to request for a Contract in an AIT value chain

5.21.2 Requirements

1. The Standard shall enable a User to make a request for a Contract associated with a Content item. 
Note: A User wants to have a Contract just for a piece of Content.
2. The Standard shall enable a User to make a request for a Contract associated with a Device for a class of applications. 

Note: A User wants to have a Contract for all applications that have been installed on a Device offered from a same application provider. 
5.21.3 Existing Technologies
5.22 Revoke Contract 

5.22.1 Definition
A Service allowing Users to discontinue the validity of a Contract
5.22.2 Requirements
1. The Standard shall enable both online and offline verification of revocation status of a Contract.
2. The Standard shall enable indication about who (e.g. which signer) actually revoked a Contract.
5.22.3 Existing Technologies
5.23 Store Contract

5.23.1 Definition

A Service allowing Users to save Contract for later use

5.23.2 Requirements

As Contract can be considered as Content, see Requirements for Store Content in Section 5.10
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5.23.3 Existing Technologies 
5.24 Verify Contract 

5.24.1 Definition

A Service allowing Users to check the integrity of a Contract in an AIT value chain
5.24.2 Requirements

1. The Standard shall enable verification of the integrity of Contract.
Note: A User should be able to check if a Contract has not been tampered or corrupted.
5.24.3 Existing Technologies
5.25 Authenticate Device

5.25.1 Definition

A Service allowing Users to confirm the identity of a Device
5.25.2 Requirements 

1. The Standard shall support authentication of Device.
Note: a User can obtain confirmation of the identity of a Device.
2. The Standard shall support different levels of Authenticate Device.
Note: Different levels may depend on components of Device that are used for authenticating Device, e.g., authenticating with certificates of the components or entireties of components.
5.25.3 Existing Technologies
5.26 Authorise Device

5.26.1 Definition
A Service allowing a Device to obtain authorization of some usage(s) by the Device

5.26.2 Requirements
1. The Standard shall enable authorisation of Devices.
2. The Standard shall enable authorization of a usage by a Device based on the result of Check Licence for the usage requested by the Device. 

Note: The authorization is based on checking the rights specified in a Licence issued to the Device. 
5.26.3 Existing Technologies

5.27 Deliver Device
5.27.1 Definition

A Service allowing Users to transfer a Device between Users of an AIT value chain, when the Device is a software apparatus
5.27.2 Requirements

As a software Device can be considered as Content, see Requirements for Deliver Content in Section 5.2.
5.27.3 Existing Technologies

· MPEG-21 DIA
5.28 Describe Device 

5.28.1 Definition

A Service allowing Users to associate metadata to Devices of an AIT value chain
5.28.2 Requirements

1. The Standard shall provide fixed sets of Descriptions of Device.
2. The Standard shall enable description of Device capability, e.g.:

a. CPU type

b. codec capabilities
c. display types
d. audio output types
e. storage capabilities
f. etc.
Note: only Services/Content which can be delivered to/consumed by a given Device are recommended to a User at the service discovery stage.
3. The Standard shall be structured in a minimal common set of Device Descriptions and extensions.
4. The Standard shall support User-driven Description of Device (e.g., “tagging”).
Note: a User should have the possibility to tag, say, a component of Device.
5.28.3 Existing Technologies 
· MPEG-21 Part 7 (Terminal Capabilities)
5.29 Identify Device

5.29.1 Definition

A Service allowing Users to assign a unique Identifier to Devices of an AIT value chain
5.29.2 Requirements 

1. The Standard shall support Device Identification.
2. The Standard shall support many-to-one unique identification of Device.
3. The Standard shall enable Device to hold more than one identifier in an AIT value chain.
Note: the same Device may have identifier I1 with SP1 and identifier I2 with SP2.
4. The Standard shall be capable of supporting different identification systems.
5. The Standard shall support persistent identification of Content.
Note: Once an Identifier is assigned, it remains valid perpetually.  
5.29.3 Existing Technologies
5.30 Install Device 

5.30.1 Definition

A Service allowing Users to install a Device
5.30.2 Requirements

1. The Standard shall enable a User to install a Device in an automatic or User-enabled manner

5.30.3 MPEG candidate technologies

· MPEG-2 part 11 (MPEG-2 IPMP) 

· MPEG-4 part 13 (MPEG-4 IPMP)

· MPEG-21 part 4

· MPEG-B part 3 (IPMP-X messages)

· MPEG-M part 4
5.31 Interact With Device

5.31.1 Definition

A Service allowing Users to trigger an action within an AIT value chain through Device presented

5.31.2 Requirements

1. The Standard shall enable a User to Interact with Device.

Note: e.g., through buttons on the Device to pause, stop, rewind, select a region of interest, store etc.

2. The Standard shall enable a User to operate Device via an interface customized to the User’s own taste.
3. The Standard shall support different means to interact with Device through sensors and actuators.

Note: e.g. healthcare, remote education, energy monitoring, mobility.
5.31.3 Existing Technologies

· MPEG-4 part 11
· MPEG-4 part 20 
· MPEG-21 DID 
· MPEG-V
5.32 Process Device
5.32.1 Definition

A Service allowing Users in an AIT value chain to perform such operations on Device as, e.g. to configure and re-configure user interfaces, change Device parameter settings, to aggregate existing Devices into an aggregated one (when they are software in nature)
5.32.2 Requirements

1. The Standard shall enable Users to request a SP to Process Device for use in heterogeneous environments, where Users, Services, Licences and delivery systems may have or support different capabilities.

Note: A User could request to adapt a given video for delivery to a properly configured Device via a properly described delivery system taking into account the rights as expressed in a Licence

5.32.3 Existing Technologies

· MPEG-7
· MPEG-21 DIA 
· MPEG-21 RDD

· MPEG-21 MVCO
5.33 Request Device 

5.33.1 Definition

A Service allowing Users to request for a Device in an AIT value chain

5.33.2 Requirements

1. The Standard shall enable a User to make a request for a Device associated with a Content item or a type of Content. 
Note: A User wants to have a Device just for playing a particular piece of Content.
5.33.3 Existing Technologies
5.34 Revoke Device 

5.34.1 Definition
A Service allowing Users to discontinue the validity of a Device
5.34.2 Requirements
1. The Standard shall enable both online and offline verification of revocation status of a Device.

2. The Standard shall enable indication about why (e.g., for what reason) a Device is actually revoked.

Note: When a Device gets revoked because it has been hacked by an intruder or virus, a User who possesses wants to be informed. 
5.34.3 Existing Technologies

5.35 Uninstall Device 

5.35.1 Definition

A Service allowing Users to unstall a Device
5.35.2 Requirements

1. The Standard shall enable a User to unstall a Device in an automatic or User-enabled manner

5.35.3 MPEG candidate technologies

· MPEG-2 part 11 (MPEG-2 IPMP) 

· MPEG-4 part 13 (MPEG-4 IPMP)

· MPEG-21 part 4

· MPEG-B part 3 (IPMP-X messages)

· MPEG-M part 4

5.36 Verify Device

5.36.1 Definition

A Service allowing Users to check the integrity of a Device

5.36.2 Requirements

1. The Standard shall enable verification of the integrity of Device in an AIT value chain, by checking its metadata hash, or digital signature.
5.36.3 Existing Technologies
· MPEG-21 Part 4
5.37 Report Event 

5.37.1 Definition

A Service allowing Users to report an Event that has occurred in an AIT value chain

5.37.2 Requirements

1. The Standard shall enable a User to generate and deliver an Event report.

2. The Standard shall support Authentication of an Event report.
Note: a User can obtain information about the issuer of the Event report. 

3. The Standard shall enable verification of the integrity of Event report.
5.37.3 Existing Technologies
· MPEG-21 part 15

· MPEG-M part 4

5.38 Request Event 

5.38.1 Definition

A Service allowing Users to request the creation of an Event Report for one or more Events that have occurred or are to occur
5.38.2 Requirements

1. The Standard shall enable a User to express or identify an Event in the request.
Note: The Standard shall enable a User to request to be informed of the usage of a Service or Content in an AIT value chain, e.g., how many times or how long the Service or Content has been accessed.

2. The Standard should enable a User to express a destination to which the Event Report shall be sent. 

Note: The destination can be a Device or User.

5.38.3 Existing Technologies
· MPEG-21 part 15

· MPEG-M part 4

5.39 Authenticate Group

5.39.1 Definition

A Service allowing Users to confirm the identity of a Group
5.39.2 Requirements 

1. The Standard shall support authentication of Group.
Note: A User can obtain confirmation of the identity of a Group.
2. The Standard shall support authentication of membership of members of Group.
Note: A User can verify that a member really belongs to a Group. 

5.39.3 Existing Technologies 
5.40 Create Group

5.40.1 Definition

A Service allowing Users to create groups of entities such as Users, Device, Contents, Groups or Services, in an AIT value chain

5.40.2 Requirements

1. The Standard shall enable a User to create a Group.
2. The Standard shall enable a User to specify the type of a Group to be created. 

Note: The Group can be a group of Users only. 

3. The Standard shall enable a User to specify the membership level of a Group to be created. 

Note: The Group can have members with different membership levels, such as Gold, Silver, etc.

5.40.3 Existing Technologies
· MPEG-M part 4
5.41 Describe Group

5.41.1 Definition

A Service allowing Users to associate metadata to a Group in an AIT value chain
5.41.2 Requirements

1. The Standard shall enable description of Group characteristics.
Note: Characteristics can include the type and membership levels of the Group, as well as group attributes of members.
2. The Standard shall enable the description of relationships between Groups.
3. The Standard shall enable the description of relationships between members within a Group. 

5.41.3 Existing Technologies 
· MPEG-M

· MPEG-21 part 19
5.42 Identify Group

5.42.1 Definition

A Service allowing Users to assign unique Identifiers to Groups of an AIT value chain
5.42.2 Requirements 

1. The Standard shall support unique identification of Group.
2. The Standard shall enable a Group to hold more than one identifier in an AIT value chain.
Note. A same Group (e.g., a set of family devices) may have identifier I1 with SP1 and identifier I2 with SP2.
3. The Standard shall support unique identification of members within a Group.
Note: A User in a Group can have its own identity and also an identity solely associated with the Group. For instance, a family device may be identified as device number 1 within the family.

4. The Standard shall be capable of supporting different identification systems for Groups.
5.42.3 Existing Technologies
· MPEG-21 DII 

· MPEG-M part 4 
5.43 Process Group

5.43.1 Definition

A Service allowing Users to change the attributes of a Group
5.43.2 Requirements

1. The Standard shall enable a User to update/renew/delete a Group.

2. The Standard shall enable a User to add members to or remove members from a Group.

3. The Standard shall enable a User to update attributes of individual members of a Group.

4. The Standard shall enable a User to aggregate Groups into an aggregated Group. 

Note: A User can merge two or more Groups. 

5. The Standard shall enable a User to divide a Group into a number of Groups. 

6. The Standard shall enable a User to change the ownership of a Group. 

5.43.3 Existing Technologies

· MPEG-M 
5.44 Authenticate Licence 

5.44.1 Definition

A Service allowing Users to confirm the identity and issuance of a Licence in an AIT value chain

5.44.2 Requirements

1. The Standard shall support Authenticate Licence.
Note: A User can obtain information about the issuer of the Licence. 
Note: A User can retrieve a Licence based on its identity from a remote server.  

5.44.3 Existing Technologies
· MPEG-21 Part 5

· MPEG-21 Part 6

· MPEG-21 Part 19

· MPEG-M Part 4 
5.45 Check With Licence 

5.45.1 Definition

A Service allowing Users to obtain authorization of a usage request according to Rights expressed in a Licence
5.45.2 Requirements

1. The Standard shall support CheckWith Licence.
2. The Standard shall support indication that a usage request is granted or denied according to Rights expressed in a Licence.
3. The Standard shall support indication that a Licence is invalid (e.g., revoked, expired and fake)

5.45.3 Existing Technologies
· MPEG-21 Part 5

· MPEG-21 Part 6

· MPEG-21 Part 19

· MPEG-M Part 4 

5.46 Create Licence 

5.46.1 Definition

A Service allowing Users to generate a Licence in an AIT value chain

5.46.2 Requirements

1. The Standard shall support use of Licence templates to generate Licences. 
Note: A rights holder should be able to tell a Licence Provider what should be the boundaries of a Licence generated in response to a User request.
2. The Standard shall support Licence expressions.
Note: A Licence can be expressed in the form of expressions in a Rights expression language.
5.46.3 . Existing Technologies
· MPEG-21 Part 5

· MPEG-21 Part 6

· MPEG-21 Part 19

· MPEG-M Part 4 
5.47 Deliver Licence
5.47.1 Definition

A Service allowing Users to transfer a Licence between Users of an AIT value chain
5.47.2 Requirements

As Licence can be considered as Content, see Requirements for Deliver Content in Section 5.2.
5.47.3 Existing Technologies

· MPEG-21 DIA
5.48 Identify Licence

5.48.1 Definition

A Service allowing Users to assign Identifiers to Licence in an AIT value chain
5.48.2 Requirements

As Licence can be considered as Content, see Requirements for Identify Content in Section 5.4.
5.48.3 Existing Technologies
· MPEG-21 DII 

· MPEG-M part 4 

5.49 Negotiate Licence

5.49.1 Definition

A Service allowing Users of an AIT value chain to achieve an agreement on the terms and conditions of use e.g., rights and conditions, of a Content item, or a Service

5.49.2 Requirements

1. The Standard shall enable a User to express the desired terms and conditions of use to appear in a Licence. 

Note: A User may want to negotiate the price for purchasing a Content item and the number of times to play the item. 
5.49.3 Existing Technologies
· MPEG-21 Part 5

5.50 Post Licence

5.50.1 Definition

A Service allowing Users to let other Users access their Licence, e.g., by putting URIs in a web page
5.50.2 Requirements
As Licence can be considered as Content, see Requirements for Post Content in Section 5.7.
5.50.3 Existing Technologies

· MPEG-U

5.51 Present Licence

5.51.1 Definition

A Service allowing Users to understand Licence, e.g. when a Device displays the Licence in a human readable and understandable manner on the screen
5.51.2 Requirements

As Licence can be considered as Content, see Requirements for Present Content in Section 5.8
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5.51.3 Existing Technologies

· MPEG-V 
5.52 Process Licence

5.52.1 Definition
A Service allowing Users to change the content of a Licence
5.52.2 Requirements
1. The Standard shall enable a User to change the content of a Licence within the rights granted to it.

Note: A User can add additional rights to an existing Licence, and remove those rights from a Licence that have been expired. 
5.52.3 Existing Technologies

· MPEG-21 Part 5

· MPEG-21 Part 6

· MPEG-21 Part 19

5.53 Request Licence 

5.53.1 Definition

A Service allowing Users to request a Licence in an AIT value chain

5.53.2 Requirements

1. The Standard shall enable a User to make a request for a Licence associated with a Content item. 
Note: A User wants to have a Licence just for a piece of Content.
2. The Standard shall enable a User to make a request for a Licence associated with a Device for a class of Content items. 

Note: A User wants to have a Licence just for all Content items that can be accessed on a Device.
5.53.3 Existing Technologies
· MPEG-21 Part 5

· MPEG-21 Part 6

· MPEG-21 Part 19

· MPEG-M Part 4 

5.54 Revoke Licence 

5.54.1 Definition
A Service allowing Users to discontinue the validity of a Licence
5.54.2 Requirements
1. The Standard shall enable both online and offline verification of revocation status of a Licence.
5.54.3 Existing Technologies
5.55 Store Licence

5.55.1 Definition

A Service allowing Users to save Licence for later use
5.55.2 Requirements

As Licence can be considered as Content, see Requirements for Store Content in Section 5.10
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5.55.3 Existing Technologies 
5.56 Verify Licence 

5.56.1 Definition

A Service allowing Users to check the integrity of a Licence in an AIT value chain

5.56.2 Requirements

1. The Standard shall enable verification of the integrity of Licence. 
Note: A User should be able to check if a Licence has not been tampered or corrupted.
5.56.3 Existing Technologies
· MPEG-21 Part 5

· MPEG-21 Part 6

· MPEG-21 Part 19

· MPEG-M Part 4 

5.57 Authenticate Service

5.57.1 Definition

A Service allowing Users to confirm the identity of a Service
5.57.2 Requirements 

1. The Standard shall support Authenticate Service.
Note: a User can obtain confirmation of the identity of a Service.
2. The Standard shall support different mechanisms or levels of Authenticate Service.
Note: The identity of a Service may be confirmed by checking with a trusted dictionary (e.g., “yellow book”) or by conducting a challenge-response protocol.  

5.57.3 Existing Technologies
5.58 Describe Service 

5.58.1 Definition

A Service allowing Users to associate metadata to Services of an AIT value chain
5.58.2 Requirements 

1. The Standard shall provide fixed sets of Descriptions of Service.
2. The Standard shall enable a rich description of Service capabilities, e.g. 

a. identification

b. description (e.g. reputation)

c. search (e.g. what can be searched and by whom)

d. packaging

e. delivery

f. use history
g. etc.
3. The Standard shall define a minimal set of metadata attributes for each type of Service that is common to specific type of Services.
4. The Standard shall support User-driven description of Services.
Note: a User should have the possibility to tag a Service. 

5. The Standard shall support Service Rating.
6. The Standard shall enable description of relationships between Services within an Aggregated Service.
5.58.3 Existing Technologies
· MPEG-7 part 5

· MPEG-21 part 7

5.59 Identify Service

5.59.1 Definition

A Service allowing Users to assign Identifiers to Services of an AIT value chain
5.59.2 Requirements 

1. The Standard shall support Identify Service.
2. The Standard shall enable a Service to hold more than one identifier in an AIT value chain.
3. The Standard shall be capable of supporting different identification systems for Services.
5.59.3 Existing Technologies
5.60 Post Service

5.60.1 Definition

A Service allowing Users to let other Users access a Service, e.g., by putting Service icons in an EPG or in a web page

5.60.2 Requirements
1. The Standard shall enable Users to repurpose the User Interface to access Services posted by another User. 

Note: When an End User installs an application, a Post Service provider lets the End User install a list of search engines posted by the search engine providers. 
5.60.3 Existing Technologies
· MPEG-U

5.61 Process Service

5.61.1 Definition

A Service allowing Users to change the scope and configuration of an Elementary Service or  compose an Aggregated Service
5.61.2 Requirements

1. The Standard shall enable a User to access Process Service.

Note: a User may wish to use its User Location information to configure or reconfigure its existing Describe User Service.
2. The Standard shall enable Users to specify a list of Services that need to be aggregated.

3. The Standard shall enable Users to specify how a list of Services needs to be aggregated.

Note: A User may supply an interconnection graph of the Services to be aggregated.

5.61.3 Existing Technologies

5.62 Authenticate User

5.62.1 Definition
A Service allowing Users to Authenticate Users in an AIT value chain

5.62.2 Requirements
1. The Standard shall enable authentication of Users.
Note: it should be possible for a User to obtain confirmation of the identity of another User.
5.62.3 Existing Technologies
5.63 Authorise User

5.63.1 Definition
A Service allowing Users to obtain authorization of some usage(s) by the User
5.63.2 Requirements
1. The Standard shall enable authorisation of Users.
Note: support of authorization when Users are identified by user name and password.
2. The Standard shall enable authorization of a usage by a User based on the result of Check Licence for the usage requested by the User. 

Note: The authorization is based on checking the rights specified in a Licence issued to the User. 
5.63.3 Existing Technologies
5.64 Describe User

5.64.1 Definition
A Service allowing Users to Describe Users of an AIT value chain
5.64.2 Requirements
1. The Standard shall enable the description of Users that include

a. Abilities

b. Roles 

c. Preferences

d. Use history
e. Mood

f. Location (e.g., curent position)

g. Address

h. Presence (e.g. being in a given state in an online service)

i. Identifiers of services a User is operating or subscribed to

j. Reputation

k. Etc.
2. The Standard shall enable a hierarchical description of Users.
Note: a User subscribing to a Service Provider shall be in a position to easily extract a subset of his own description from his standard User Description.
3. The Standard shall enable the description of the relationships of a User A with another User B: A to B, B to A and two way.
4. The User Description including the relationship between Users should be ontology-based.
5.64.3 Existing Technologies
· MPEG-7 MDS

· MPEG-21 UED 

· MPEG-21 MVCO 

5.65 Identify User

5.65.1 Definition
A Service that assigns unique Identifiers to Users in an AIT value chain

5.65.2 Requirements
1. The Standard shall enable identification of Users. 

Note: it should be possible to uniquely identify a User in an AIT value chain.
2. The Standard shall enable Users to hold more than one identity in an AIT value chain

Note: a User may have identity I1 with SP1 and identity I2 with SP2.
5.65.3 Existing Technologies
5.66 Search Entity

5.66.1 Definition
A Service allowing Users to locate Entities such as User, Service, Contract, Licence, Content, Device and Group, in an AIT value chain satisfying some criteria
5.66.2 Requirements
1. The Standard shall enable search of Entities based on Description and Identification of Entities.
2. The Standard enable search of Entities based on structured (e.g. author=xyz) and unstructured (free text or similar) restrictions on Description of Entities.
3. The Standard shall enable User controlled ranking of the results.
Note: e.g. query by range where the range can be a price range, Key Nearest Neighbour (KNN) where only the first 10 (key) item are relevant to the User.
4. The Standard shall enable the search of Entities based on similarity.
Note: A User could query to search a Content item similar to a given Content and satisfactory for a User with a given profile.
5. The Standard shall enable distributed Searches. 

Note: a User specifies the maximum number of queries in a sequence of queries to different Describe Content Service Providers.
5.66.3 Existing Technologies
· MPEG-7 part 12

· MPEG-7 part 3 (Image and Video Signature Tools)
5.67 Transact Entity

5.67.1 Definition
A Service allowing Users in an AIT value chain to interface with Payment and Cashing systems with regard to Entities such as Service, Contract, Licence, Content, Device and Group.
5.67.2 Requirements
1. The Standard shall enable a User of an AIT value chain to perform transactions with a Payment or Cashing Service Provider for matters related to digital media related Entities.
2. The Standard shall enable Users of an AIT value chain to access Payment and Cashing Services via a standard interface in order to perform transactions for Entities.
Note: the Standard is tuned to the requirements of digital media-related transactions. 

3. The Standard shall enable transactions where a party pays another party an agreed amount of money or where a party exchanges digital media-related Content or Services.
4. The Standard shall support the following parties in a transaction.
1. Seller

2. Cashing Service Provider

3. Buyer

4. Payment Service Provider
5. Third party holding the Entity of the transaction (e.g. like and escrow in an online digital marketplace)

5. The Standard shall enable a User to mask the parts of the information that are confidential to the parties in a transaction.
6. The Standard shall enable a Buyer to request a Payment Service Provider to pay CashOrders until certain conditions are met.
Note: Buyer gives a Payment Service Provider authorisation to pay until, e.g., a given amount of money is spent.
7. The Standard shall enable a Buyer to request a Payment Service Provider to stop paying CashOrders.
Note: Buyer discontinues authorisation to pay to a given Payment Service Provider. 
8. The Standard shall enable a Buyer to state his intention to purchase a given Entity.
Note: Buyer communicates his intention to buy an Entity to Seller.
9. The Standard shall enable a Seller to issue a CashOrder for a given amount of money.
Note: Seller requests a Cashing Service Provider to issue a CashOrder for an amount of money.
10. The Standard shall enable a Buyer to issue a PaymentOrder for the amount corresponding to the CashOrder.
Note: Buyer asks Payment Service Provider to pay Cashing Service Provider the amount of money requested by the Seller in CashOrder.
11. The Standard shall enable Seller to inform Buyer that the latter’s payment has been received

Note: Typically Seller will also send to Buyer the information required to access the Object of the transaction.
12. The Standard shall enable a third party to request Seller that requesting Buyer is entitled to access the Entity.
Note: Third party (e.g. License Service Provider or escrow in an online digital marketplace) has received a request from Buyer to access the Entity. As third party is not necessarily privy to the transactions between Seller and Buyer, third party asks Seller whether Buyer is entitled to access the Entity (e.g. a License for the Entity).
13. The Standard shall enable a Buyer to confirm that he is entitled to access the Entity.
Note: Seller will respond positively or negatively to Buyer’s request.
14. The Standard shall support the messages with the following intentions.
1. Buyer states his intention to purchase an Entity (PurchaseRequest)

2. Seller issues an order to cash (CashOrder)

3. Buyer issues an order to pay (PaymentOrder)

4. Buyer receives a confirmation of payment received (PaymentExecuted)

5. Seller confirms to buyer that Entity is available (PurchaseResponse)

6. Buyer issues an order to pay until certaijn conditions are met (OpenPaymentOrder)

7. Buyer discontinues the order to pay (ClosePaymentOrder)

8. Holder of the Entity asks seller confirmation that Entity can by made available to buyer (PaymentConfirmationRequest)

9. Buyer confirms that Entity can indeed by made available to buyer (PaymentConfirmationResponse)

Note: Support of the messages above will enable easy interworking with existing Payment and Cashing Services as these messages are already implemented in existing electronic transactions.

5.67.3 Existing Technologies
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7 Annex –  Additional AIT Terminology

The table below provides a list of definitions of the term that are not listed above, but of interest.

	Context
	The circumstance or events that form the environment within which something exists or takes place.

	Governance
	The ability to control, direct or oversee the behavior of each Entity or Operation in an AIT value chain 

	Protocol
	The set of rules and data format used by two Devices to communicate

	Rate
	The function of expressing the perceived ranking of an Entity related to a metric

	Remunerate
	The function of assigning money to a User in exchange of Rights 

	Reputation 
	A measure of the credibility of or the possibility (e.g. legal) for a User to be a party in a transaction

	Right 
	The ability of a User to perform an Operation in the AIT value chain

	Role
	The ability of a User to perform a set of Operations in the AIT value chain 

	Service Provider
	A User offering Services to other Users

	Space shifting
	The function of consuming content on a device (Device Shifting), or at a place (Space Shifting) or at a time (Time Shifting) different than the one intended by the rights holder

	Tag
	A free text descriptive information attached to an Entity

	Value chain
	A collection of Users, including Creators, End Users and Service Providers, that conform to the AIT standard


